
  

 

Company Data 
CAGE Code: 

9XT66 
UEI: 

NA55HQPPAEM7 
Service Area: 

USA & EUROPE 
Disaster Response Registry 

NAICS Codes 

541512 
Computer Systems Design Services 

513210 518210 541511 

541513 541519 541690 

PSC Codes 

DA01 DJ01 DJ10 R499 
D301 D302 D307 D310 
5182 7045 7030  

Past Performances 
Points of contact available upon request. 

• ING Bank Śląski S.A. - Red 
teaming. Advanced persistent 
threats (APT). Implementation of 
infrastructure and application 
security tests. 

• Pekao S.A. - Implementation of 
infrastructure and application 
security tests. 

• Gaspol S.A. - Carrying out 
security audits and penetration 
tests of the client's infrastructure 
and systems. 

Company Overview 

Founded in 2010, STM Cyber USA is a Service-Disabled Veteran-Owned Small Business 
(SDVOSB) specializing in Information and Communications Technology (ICT) security. 
Our mission is to help organizations identify, assess, and mitigate cyber risks while 
responding rapidly to evolving threats. Backed by a team of over 45 highly skilled and 
exclusively employed cybersecurity specialists, STM Cyber USA delivers unparalleled 
expertise in penetration testing, security audits, and incident management. 

We pride ourselves on our robust Research & Development (R&D) initiatives, creating 
innovative solutions and advanced training programs tailored to address the ever-
changing cybersecurity landscape. With a track record of reporting 30 vulnerabilities as 
CVEs in the past two years and a commitment to the ISO/IEC 27001 standards, STM 
Cyber USA is a trusted partner for both commercial and governmental organizations.  

 
Core Competencies 

 Penetration Testing with Integrated Code Review: www, mobile apps,  
server infrastructure, networks 

 Security Audits: application source code, device configuration,  
system infrastructure 

 Red-Teaming (Advanced Persistent Threat) 
 Malware Analysis 
 Cybersecurity Training Programs: OCO for web and mobile applications,  

reverse engineering 
 Organization of Capture the Flag (CTF) events. Hosting on our Cyber Range 
 On-demand Research and Development 
 Custom Cybersecurity Solutions tailored to individual client needs 

Differentiators 

 STM Cyber USA delivers world-class cybersecurity talent at industry-standard  
pricing, ensuring our clients receive premier expertise and innovative solutions  
without exceeding budget constraints. 

 Over 30 CVEs reported in the past two years, demonstrating leadership in  
vulnerability discovery. 

 A dedicated team of 45+ highly skilled cybersecurity specialists, exclusively  
employed by STM Cyber. 

 Direct supervision and accountability for all cybersecurity projects and processes. 
 Comprehensive security services that combine technical expertise with  

strategic vision. 
 Proven experience collaborating with commercial and governmental organizations  

to enhance ICT security. 
 Strong commitment to standards compliance (ISO/IEC 27001). 
 Industry-leading R&D innovation to stay ahead of emerging threats. 
 Customizable incident response solutions designed to safeguard organizational 

integrity and resilience. 

Point of Contact 

Joshua Aisen 
Springfield, Virginia 
joshuaa@stmcyber.com 
571-489-3343 
www.stmcyber.com 
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